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The IPsec Service is a part of the cloud infrastructure that supports VPN tunneling for 
TRITON AP-WEB Cloud.

In this release, the IPsec Service has received updates to enhance support for Stonesoft 
Next-Generation Firewall (NGFW) connections to the cloud service

For more information about using NGFW to connect to the cloud service, see IPsec 
Tunneling with Stonesoft NGFW.

New cloud service VPN ID

The VPN ID for the cloud service VPN has changed from “vpn.gns.forcepoint.com” 
to vpn.gns.forcepoint.net.

To support this change, new certificates were issued for organizations using NGFW. 
This includes changes to the CA.

The documentation has also been updated to reflect this change.

Stability enhancements

● Two issues that could cause “service unavailable” errors have been corrected in 
the IPsec service.

● Shutdown procedures for services in the IPsec Service infrastructure have been 
improved to ensure that IPsec tunnels are terminated cleanly.
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