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About this release

This document contains important information about the current release of Forcepoint VPN Client for macOS. We
strongly recommend that you read the entire document.

Forcepoint VPN Client is an end-user component for use with the Forcepoint Next Generation Firewall
(Forcepoint NGFW) solution. Forcepoint VPN Client provides a secure remote connection to your organization's
internal network. Strong encryption prevents eavesdropping and modification of the traffic. Forcepoint VPN Client
enables easy and secure remote access to private networks where Forcepoint NGFW is used as a VPN gateway.

E Note: Forcepoint VPN Client for macOS uses the SSL protocol only and by default uses port 443.

System requirements

Forcepoint VPN Client is compatible with macOS version 10.11 (El Capitan) and higher.

Build number and checksums

Forcepoint VPN Client 2.0.4 build number is 191219.
Use the checksums to make sure that the installation files downloaded correctly.

* VPNClient-2.0.4.191219.dmg

SHA1SUM:
315b8d02b15ef£f15e990c2c0960cdc528d829cd3

SHA256SUM:
826aff9a8e8b55ed1125¢c5e92db19b04b021714d84cb409b51a56£fddb24e£f891

SHA512SUM:

30f0bf5e38la8c6f54299ed%e%aaebie
9db9%b9c8a7375a£853d7d6£3%ad7cff4
34e2949e951cd77ea349118£107dda73
13b863eecebb0bad920cle6fba7660£fdfb




Forcepoint VPN Client 2.0.4 for macOS | Release Notes

Compatibility

Forcepoint VPN Client for macOS is recommended to be used with the following Forcepoint NGFW component

versions.
Component Minimum compatible version
Forcepoint NGFW Security 6.3.0 Latest 6.5.x version or newer
Management Center (SMC)
Forcepoint NGFW in the Firewall/ 6.3.0 Latest 6.5.x version or newer
VPN role.

Enhancements

This release of the product includes these enhancements.

Enhancements in Forcepoint VPN Client 2.0.3 for macOS

Enhancement Description

Redirection of DNS queries to an It is now possible to configure all DNS queries to be directed through
internal DNS server the VPN tunnel to an internal DNS server. For more information, see
Knowledge Base article 17900.

Resolved issues

These issues are resolved in this release of the product. For a list of issues fixed in a previous release, see the
Release Notes for the specific release.

Description Issue number

Forcepoint VPN Client for macOS version 2.0.3 is not notarized. Security prompts are shown | VPN-378
when you try to install the VPN Client.

Installation instructions

For information about installing or upgrading Forcepoint VPN Client, see the Forcepoint VPN Client User Guide
for macOS.



https://support.forcepoint.com/KBArticle?id=000017900
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Known issues

For a list of known issues in this product release, see Knowledge Base article 10234.

Find product documentation

On the Forcepoint support website, you can find information about a released product, including product
documentation, technical articles, and more.

You can get additional information and support for your product on the Forcepoint support website at
https://support.forcepoint.com. There, you can access product documentation, Knowledge Base articles,
downloads, cases, and contact information.

Product documentation

Every Forcepoint product has a comprehensive set of documentation.

*  Forcepoint VPN Client User Guide for macOS
* Forcepoint Next Generation Firewall Product Guide
* Forcepoint Next Generation Firewall Installation Guide



https://support.forcepoint.com/KBArticle?id=Stonesoft-VPN-Client-for-Mac-OS-X-2-0-0-Known-Issues
https://support.forcepoint.com
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