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2014 Release 6 provides a number of important corrections for Cloud Email Security 

customers.

� Resolved issues in this release

� Technical Support
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Resolved issues in this release
The following issues have been resolved in this release.

� In the updated portal user interface, the bulk upload of end users did not work 

correctly in Internet Explorer. 

� In the updated portal user interface, the bulk selection of end users on the 

Account > End Users page did not work correctly in Internet Explorer 8.

� If an IP address starting with a zero is entered in the portal, the leading 0 is now 

stripped when the information is saved.

� The Directory Synchronization Client was reporting a 403 Forbidden error during 

a synchronization attempt. This has been fixed.

� The EUMR subscriptions list page in the portal was showing Account Summary 

reports and other email reports in addition to the EUMR. Editing these entries 

displayed the EUMR subscription page with the recipient address left as blank.

� The Time Zone drop-downs on the Email > Notification Email page were 

appearing behind the popup window instead of in front.

� If the landing page was set in the new-style portal and you then chose to log on to 

the legacy version of the portal, the resulting landing page was incorrectly 

rendered.

� Inbound email reports in the new-style portal did not offer the option to select 

specific hours.

� The Account Summary report now applies only to Cloud Email Security reports.

� When creating a new inbound mail routing rule, the portal was returning 

inaccurate error messages.

� Customizing the notification email message in Spanish was returning an error.

� EUMR subscription details could not be changed for one user with a large number 

of subscribed email addresses.

� Recipient validation was not working correctly for email addresses starting with a 

# symbol.

� The TLS status check for inbound routes on the Connections tab was sending test 

email to the IP address or hostname specified in the connection rather then the 

email address defined on the page.

� The page presented to end users to release an ad-hoc encrypted message has been 

updated to match the new-style portal.

Technical Support
Websense provides technical information about Websense products online 24 hours a 

day, including:

� latest release information

� searchable Knowledge Base 

� show-me tutorials
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� product documents

� tips

� in-depth technical papers

Access support on the website at:

   www.websense.com/content/support.aspx

If you need additional help, please fill out the online support form at:

   www.websense.com/content/contactSupport.aspx

Note your case number. 

Third-Party Software Notice

Websense, Inc., provides software solutions that integrate with your existing 

environment. In the complex environments that are common in today's marketplace, 

this involves interacting with a variety of third-party software products. In some cases, 

Websense, Inc. makes an effort to simplify the acquisition of this third-party software. 

However, you must obtain any upgrades and enhancements to those products directly 

from the third-party vendor.

If you have questions, contact Websense Technical Support for additional information.

©1996–2014, Websense, Inc. All rights reserved.

Trademarks

Websense is a registered trademark of Websense, Inc., in the United States and certain international markets. Websense 
has numerous other unregistered trademarks in the United States and internationally. All other trademarks are the 
property of their respective owners.
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