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About this release

This document contains important information about the current Forcepoint Endpoint 
Context Agent (Forcepoint ECA) release. We strongly recommend that you read the 
entire document.

Forcepoint ECA is a client application monitoring tool. It intercepts network system 
calls on Windows endpoint machines and provides user and application information to 
the Forcepoint Next Generation Firewall (Forcepoint NGFW).

You can use the Executable List Tool together with Forcepoint ECA and the 
Forcepoint NGFW. You first use the Executable List Tool to generate a list of 
executables on endpoint machines, then use the list of executables in the Forcepoint 
NGFW to identify permitted executable files on the endpoint machines. 

Note
The Executable List Tool is a stand-alone tool. It is not 
included in the Forcepoint ECA installation package. 

For detailed information about running the Executable List 
Tool, see the Forcepoint Endpoint Context Agent 
Executable List Tool Guide. This guide is available for 
download at https://support.forcepoint.com.
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System requirements

Windows operating system requirements:

● Windows 10

■ x64 and 86 (Pro and Enterprise)

● Win 8/8.1 with KB2999226 

■ x64 and 86 (Pro and Enterprise)

● Win 7 SP1 with KB3033929 and KB2999226

■ x64 and 86 (Pro, Enterprise, and Ultimate)

● Citrix XenDesktop 7.14

Windows Server requirements:

● Windows Server 2012

● Windows Server 2016

For more information, see the Forcepoint Endpoint Context Agent Product Matrix.

Build version

The Forcepoint ECA for Windows build version is 5195.

Product binary checksums

Use the checksums to make sure that the installation files downloaded correctly.

ECA_Client-1.3.5195.zip

SHA1SUM:

4ca85764db7e6c01fbaac561ff6fab9d17ef8122

SHA256SUM:

8c728eb67b4966763f722005e5e31a1b93eb24eb84132850df357f282e795936
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Compatibility

Forcepoint ECA is recommended for use with these Forcepoint NGFW component 
versions.

New features

This Forcepoint ECA 1.3 release includes the following new features. There are no 
updates to the Executable List Tool in this release. 

New certificate in the installation package

A new signed certificate has been added to the Forcepoint ECA installation package.

Updated End User License Agreement

The Forcepoint ECA installation wizard shows an updated end user license agreement 
(EULA). You must accept this new EULA to install this Forcepoint ECA release.

Resolved issues

This maintenance release contains no new resolved issues. See the New features 
section above for information about the new features in this release.

Installation instructions

Use these high-level steps to configure Forcepoint ECA in the SMC, then install the 
Forcepoint ECA client software on the endpoint machines. 

Component Minimum compatible 
version

Recommended version

Forcepoint Next Generation 
Firewall (Forcepoint 
NGFW)

6.3.0 Latest 6.5.x maintenance 
version or newer

Forcepoint NGFW Security 
Management Center (SMC)

6.3.0 Latest 6.5.x maintenance 
version or newer
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For complete installation instructions for Forcepoint ECA, see the Forcepoint 
Endpoint Context Agent Installation and Deployment Guide.

For detailed information about running the Executable List Tool, see the Forcepoint 
Endpoint Context Agent Executable List Tool Guide. 

All guides are available for download at  https://support.forcepoint.com.

Configure Forcepoint ECA settings in the SMC

For information about configuring the Forcepoint ECA in the SMC, and about 
exporting the Forcepoint ECA configuration file from the SMC, see the Integrating 
Endpoint Context Agent chapter in the Forcepoint Next Generation Firewall Product 
Guide. This guide is available for download at https://support.forcepoint.com.

1. In the Management Client component of the SMC, establish a certificate authority 
(CA) for the Forcepoint ECA client. Forcepoint ECA uses the customer-provided 
CA to authenticate the endpoint machine and uses the SMC internal CA to 
authenticate the NGFW Engines.

2. After the CA is established for the Forcepoint ECA client, create a new client 
certificate in AD CS and deploy it to the endpoint machines where Forcepoint 
ECA is to be installed. The Client Authentication application policy must be 
enabled.

3. In the Management Client, configure ECA for the NGFW Engines.

4. In the Management Client, export the Forcepoint ECA configuration XML file 
(eca_client_yyyymmdd_hhmmss.xml). You must copy this file to the installation 
folder before you install the Forcepoint ECA client software on the endpoint 
machines, as described in the next section Install the Forcepoint ECA client on the 
endpoint machines, page 5.

The configuration file contains the details of all the NGFW Engines that use the 
same Forcepoint ECA Configuration element. If additional NGFW Engines are 
added to the Forcepoint ECA configuration, the updated configuration file is 
automatically sent to the endpoint machines when they connect to the NGFW 
Engines.

Install the Forcepoint ECA client on the endpoint machines

1. On the endpoint machine, copy the Forcepoint ECA configuration XML file that 
you exported from the SMC (eca_client_yyyymmdd_hhmmss.xml) into the folder 
that contains the Forcepoint ECA installation files. 

If there are multiple configuration files in the ECA installation folder, the 
Forcepoint ECA Configuration Wizard uses the configuration file that has the 
most recent modification date.

2. Run the Installation Wizard (setup.exe) to install the Forcepoint ECA client on the 
endpoint machine.

3. (Optional) Install and run the Executable List Tool to get a baseline list of all 
software executables installed on the endpoint machine.
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Known issues

For a list of known issues in the product release, see Knowledge Base article 16329.

Find product documentation

On the Forcepoint support website, you can find information about a released product, 
including product documentation, technical articles, and more.

You can get additional information and support for your product on the Forcepoint 
support website at https://support.forcepoint.com. There, you can access product 
documentation, Knowledge Base articles, downloads, and contact information.

Product documentation

Every Forcepoint product has a comprehensive set of documentation. 

● Forcepoint Endpoint Context Agent Installation and Deployment Guide

● Forcepoint Endpoint Context Agent Executable List Tool Guide

● Forcepoint Next Generation Firewall Product Guide

● Forcepoint Next Generation Firewall online Help

© 2018 Forcepoint. Forcepoint and the FORCEPOINT logo are trademarks of Forcepoint. 
Raytheon is a registered trademark of Raytheon Company. All other trademarks used in this 
document are the property of their respective owners.
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