**Test Scenarios**

**WRAP UP/TESTING STEPS**

1. Launch the Websense Manager by opening a browser and entering: <http://ip_address_C_interface:9443/>
2. Main Tab > Policy Management > Policies > Default Policy > Select the Category Filter and Protocol Filter that you wish to test with (e.g., Monitor Only, Basic, Basic Security, etc.).
3. Modify the categories to the proper dispositions/actions for the testing > Select OK and Save All.

**Note**Default Policy is the Global Policy (blanket policy) in which all users will get out of the box.

✓

1. To test a specific user/workstation, configure the browser to proxy to the V-Series appliance in Explicit mode:
2. Launch Internet Explorer > Tools > Internet Options > Connections > LAN Settings > Enable “Use a proxy server for your LAN (These settings will not apply to dial-up or VPN connections)” and “Bypass proxy server for local addresses” > Advanced > Enter the IP Address of the P interface for HTTP using port 8080.

✓

**Note**
If also testing Secure and/or FTP, enter the same proxy IP address with the same port 8080.

1. Close the browser and reopen. Attempt to browse to sites that should not be allowed based on the categories selected earlier.

Websense has provided a test page for testing all categories including any websites that require real-time analysis: <http://testdatabase.websense.com>