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About Huisman

e EXxtensive experience in design and manufacturing of:
— Heavy Lifting Equipment
— Drilling Equipment
— Pipelay Equipment
— Winches
— “Specials”
— Vessel Designs

e Operating globally

* Privately owned




Global Operations
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3 Production Facilities

Total area: 90.000m2
Production area: 12,000m2
Office area: 9.000m2

Total area: 100,000m2
Production area: 22,000m2
Office area: 2,000m2

Total area: 280,000m2

Production area: 58,000m2
Office area: 7,000m2
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Production Facility Czech Republic
2011-2012
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Production Facility China 2011

e Last Phase 2011
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Product Groups

 Cranes
* Pipelay Equipment
« Drilling Equipment

 Winches & Heave Compensation Systems

e Special Projects




Cranes

3000st OMC, Sapura-Acergy
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Cranes

250mt Knuckleboom Crane, Subsea?

1600mt Containerised Crane, Mammoet
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Pipelay Equipment

150mt Modular Flex-lay System, Toisa Limited
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340mt Tiltable Flex-lay System, Subsea 7
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Pipelay Equipment

400mt Reel-lay System, Subsea 7

Multi-lay System, Subsea 7
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Drilling

Land and Offshore Containerised (LOC ) 400

Multi Purpose Tower (MPT)

Traditional Functional New
look look look
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Special Projects

 Rock Dumping Units
o Tideway
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Special Projects

o Grippers (900mt each) for raising the Kursk, 2002

14



Vessel Designs
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Email-Internet Everywhere Anywhere

ilfilter
URL Filtering
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Standalone Servers
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SurfControl becomes Websense

Email security feature comparison

Email
Websense | Hosted Email T SRR Security
Feature Email Security,  Security Gateway (ESG) Gateway
(WES) (HES) o Anywhere
(ESGA)
Software Cloud ppliance Hybrid
v v v v
Websense Advanced
Classification Engine
- Antivirus ++ v v L
- Antispam and antiphishing v v v
- URL and reputation filters v v v
Websense Image | v <
Analysis™
TLS encryption L v L
Websense Advanced v A v
Email Encryption™
Websense Email | v <
Archive®
Websense Discovery v
Archive®
Websense Email % v v v N
Continuity* Websense ThreatSeeker™ Network
Deep content filtering % v v v Threat Event Context Payload
for DLP Analysis Data Correlation  Analysis Analysis
Websense TruEmail v v I ) 2
DLP™ Internet Email . ::::'l':; T\ c'.ﬁ?f,"ndfn"c‘ﬁil-,
Spam filtering in the L d v skssensted Compliant
cloud minn Network and 5 = TS II.II-"T" A
; Reputation —_— N
Websense v Analysis g:,“m‘m gﬁ:’:“ Content / éﬁ
Trtubrid'M <'\ [_y_‘ EEENEEEEEEEEEE i L 1} m ll‘éll * 1]
Service level v v Dl.:bound Email Outbound Email
Clean and Policy Ursmiskyel J Unfiltered
agreements (SLAs) Compliant Susrantined
LA
Managed through v v @
Websense TRITON .
console Hosted Email Security Service Overview

*Optional Add-On
_ . Huisman
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Hosted Email Security (HES)
Websense Email Security (WES)

nternet Email /

%
~ Singapore

37
~ <)
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1 Global Hosted Email security
Websense Email security

_ Huisman
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Conclusion HES & WES

Most Common Viruses

The most commonby-detected viruses, during August 2011.

e Less Virus
e Less Spam

M Virus L

* Global/Local Reports

W W32/Bredolab.AM.gr  22.54

 Global/Local Rules

B w32/Mydoom.o@MM  15.77

B W32/Trojan3.CTL 14,93

» Global/Local Logging

W ZIP/Bredolab.AlCan 13.80
W32/Trojan3.CTD 12.39
1 Management Console

W32/LTRObfusc.AlC 7.89

ThreatSeeker 5.48

» Delegation of Control

B w32/EmailRisk.AlCE 6.20

ﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂ
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Web Filter / Security overview

websense

FREFNTIAL INFORMATION PEOTEETION™

Web Fiiter Sofutions

Web Security Solutions Web Security (ateway Solutions

Web Filter Web Security  Hosted Web Hosted Web  Web Pecurity  Web Security

Security gecurity G¥eway A(iate\;:ay

atewa ere
_Requirements : 2
Leading Web Filtering Data v v v
M""““""'“‘““C*’"‘*Centfallzed"l\/lanagément v
Centralized Policy & Reportfig v v v
Leadng Web ety P @@ gation of Control ¥ ad o
Real-time Security Updates v v v v
web Repuation Services | (5|opal/Local Reports v v ¥
—_—> Antivirus v v
enepiseweb Py | (5lobal/Local Rules af
Real-time Content Classificqtiol v
> Roskimo Scaming Global/Local Logging v
TRITON™ Console v
— > mHed™ooment | |nfected www Pages (block) v
——> TriWeb™ DLP v
Remote Fitering Home use, same policy as at work v

Deployment Platform:

———> Software v v v v v
_ . MHuisman
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Web Security Gateway Anywhere

AN
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WSGA Overview

Websense TRITON Manager
Policy Server/Broker/Database Perdam DUTBRE
Logserver

Inside China

2 x V3000 appliance
In a managend cluster

2 x W3G (Vmware) in a
managend cluster
with FS, PS

@ Branch Offices
& Qut Off Office users

FLALTOUTEREA
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_ Huisman

Home use same policy as Work

Authentication DMZ

|
v

ASA FW Schiedam
S @ @

Websense Internet
L:,'S;:f) Hybrid
Network
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Live Demo Show
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Some standard reports

websense
Top Categories by Bri

4,500

4,250

.’_:‘l."‘
g 8

g

2,250

Browse Time (Hour)

websense
Top Security Risk C

Requests

M Parked Domain M Extended Protection: Elevated Exp:
Infi ion Technology: Hacking I Extended Protecti

M Information Technology Ml Miscell Uncategorized | Infort
Education: Reference Materials [ Business and Economy  Nev
M Bandwidth: Streaming Media B Education: Educational Institutions

Information Technology: Web and Email Spam = Sec!
M Extended P tion: Emerging Exploits Bl Security: M
B Security: Suspicious Embedded Link

websense

20,000
19,000
18,000
17,000
16,000
15,000
14,000
13,000
12,000

g 11,000
g 10,000
9,000
8,000
7,000
6,000
5,000
4,000
3,000
2,000

1,000

Top Categories by Scanned Requests

Date Range: 2011-08-01 - 2011-08-31

M Business and Economy Bl Miscellaneous: Uncategorized | Shopping
Productivity: Message Boards and Forums M Information Technology = Travel | Vehicles Il Entertainment
M Shopping: Real Estate Ml Sports

— .H‘I-IIHIIIII‘II
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_ Huisman

DLP Investigation

Detect confidential data written in English, Dutch, Portuguese and Chinese
character

Detect confidential data even when a file extension is renamed
Block e-mails with confidential data in body

Block e-mails with confidential data as attachment

Block e-mails with print screens of confidential data

Block uploading of confidential data to websites

Block copy/paste confidential data on websites

Block pasting confidential data in webmail, instant messaging

Block Copy data to cd-r(w) Dvd-r (W) or USB device, FTP Server and Peer
to Peer applicatons like Bit Torrent

Block copying files to PDA's/Black Berries/Iphone Ipad/android

27



Result of the investigation

,symantec.. @I"?

SECURITY
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