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Part Number: ADW1-X-XX00-N
Data Security - Add-on 1 QuickStart Implementation
Overview

Proficiency and precision are necessary to effectively implement quality security solutions. To help you get the most out of your Websense® Data Security Suite solution, Websense provides implementation packages to:

- Deploy your solution efficiently and effectively
- Optimize your security policies
- Maximize your satisfaction with the implementation process

Deliverables and Responsibilities

Delivery personnel will work closely with client staff to perform the following activities:

- Facilitate a kick-off meeting with the client to provide an overview of the engagement process, including scheduling and responsibilities
- Completion of working sessions to identify:
  - Priorities exclusive to the client
  - Key risks and processes that set a baseline for DLP policies
  - Business rules that impact web usage
  - The scoping of specific data activities
  - Monitoring channels; examples include email, social media, website uploads, etc.
  - Personnel authorization for accessing and handling sensitive data elements
- Policy tuning
  - Will leverage information gathered in the working sessions to generate relevant recommendations to improve detection of existing DLP policies
- Development of custom DLP policies
  - Policies will be aligned with business directives and priorities
  - Targeted data elements established in the program scope will drive data identifiers and processes for governing the DLP policy life-cycle and will be approved by the governance group prior to testing
- Deliverables include:
  - Advanced policy recommendation report with document outlining implemented policies

Client Requirements, Responsibilities and Resource Availability

Delivery personnel will need access to client employees who can make decisions on what the organization’s critical assets are. These could include non-technical people in such departments as mergers and acquisitions, legal, human resources, research, etc. They will also need access to the people who own the data/critical assets. The delivery personnel will help the client identify these individuals during the initial project meetings.

Client will be contacted within 48 hours of their order being processed to schedule the project kick-off call. Actual on site engagement dates will be determined during the kick-off call.
Package Limitations

• Includes advanced policy tuning on up to 3 pre-defined policies/templates, and content classifiers and the development of up to 2 custom policies using fingerprinting, custom content classifiers, extended regular expressions, optical character recognition, and/or machine learning
• One onsite visit of up to 2 days is included
• Travel dates must be scheduled a minimum of 14 days in advance
• This package must be purchased with the associated base implementation packages
• The services within this offering are provided as described, with no changes

Terms & Conditions

• The implementation package is provided pursuant to the Subscription Agreement
• Implementation work must begin within 90 days of the Order or Subscriber forfeits the implementation package
• Subscriber’s assent to the Subscription Agreement constitutes acceptance of the above terms and conditions
• Deliverables within this package are non-negotiable
• US travel expenses are included in package price

Applicable add-on Options

• Additional implementation options are available at www.websense.com/QuickStart

For more information or pricing, contact your Websense representative, Partner or Call: +1 800-723-1166

BRAVE THE NEW WORLD.

Learn more: www.websense.com/APX
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