It’s the data, not the device.

What is your biggest concern with mobile devices: the data or the device? For most, data protection ranks first. Websense® TRITON® Mobile Security provides cloud-based security solutions that extend your existing security policies to mobile devices to stop threats, reduce your risk of data loss and enable your business.

This is the mobile security solution you’ve been waiting for.

TRITON Mobile Security enables the safe and secure use of mobile devices in your organization. Its data-aware defenses protect against malware, phishing, malicious links leading to data loss and the theft of intellectual property. TRITON Mobile Security extends your web security policies to mobile devices when they are used outside your corporate network on 3G/4G and other wireless networks. Websense ACE (Advanced Classification Engine), the technology that powers all TRITON security solutions, provides real-time security.

This mobile network security layer works in conjunction with mobile device management functionality provided by our partner AirWatch. Through this integration, mobile devices are seamlessly provisioned to send traffic to the Websense cloud for analysis. AirWatch also provides a simplified way to manage the device and ensures that device security policies are enforced.

The most effective protection against mobile threats.

- ACE provides real-time protection against advanced threats including mobile malware, malicious apps, SMS spoofing, phishing, web threats and data loss.
- In conjunction with ACE, Websense® ThreatSeeker® Intelligence Cloud collects data from more than 900 million endpoints and analyzes up to 5 billion requests per day to provide unprecedented protection against advanced threats.
- Data loss prevention (DLP) for mobile devices is provided through our email or data security solutions. By applying DLP policies to the ActiveSync agent, you can restrict sensitive information from being sent to any ActiveSync-enabled mobile device.
- Websense Cloud Web Security delivers global protection for iOS or Android devices.
- Mobile device management features available through AirWatch include password enforcement, encryption, jailbreak detection, remote lock and wipe, selective wipe, app controls and much more.

Confidently use mobile devices to improve productivity.

- Enforce compliance and manage risk with features that include visibility into what applications are installed on mobile devices, and web security and filtering that protect against mobile malware, SMS spoofing, phishing and other scams.
- Flexible and granular policy controls support corporate-managed devices. They enable you to safely take advantage of the new business opportunities afforded by the benefits of mobility — anytime access from anywhere.

“Websease offered the most powerful protection in real time. The solution is also easy to use, as it is completely GUI-based and provides us with exhaustive and granular policy management.”

- Vijay Joshi, Manager Networks & Projects, KPTI Cummins
The Websense difference: ACE (Advanced Classification Engine)

ACE provides real-time, inline, contextual defenses for web, email, data and mobile security by using composite risk scoring and predictive analytics to deliver the most effective security available. It provides containment by analyzing inbound and outbound traffic with data-aware defenses for data theft protection. Classifiers for real-time security, data and content analysis — the result of years of research and development — enable ACE to detect more threats than traditional anti-virus engines every day (the proof is updated daily at securitylabs.websense.com). ACE is the primary defense behind all Websense TRITON solutions, and is supported by the Websense ThreatSeeker Intelligence Cloud, which collects data from more than 900 million endpoints and analyzes 3-5 billion web requests every day.

<table>
<thead>
<tr>
<th>Your Needs</th>
<th>Websense Solutions</th>
</tr>
</thead>
<tbody>
<tr>
<td>Secure mobile devices</td>
<td>TRITON Mobile Security provides the mobile network security layer that works in conjunction with mobile device management functionality provided by our partner AirWatch.</td>
</tr>
<tr>
<td>Real-time protection against web threats</td>
<td>ACE goes beyond anti-virus defenses by using eight defense assessment areas in a composite risk scoring process that uses predictive analysis. Multiple real-time content engines analyze full web page content, active scripts, web links, contextual profiles, files and executables.</td>
</tr>
<tr>
<td>Data protection</td>
<td>ActiveSync agent delivers enterprise-class email DLP, plus data-aware defenses to protect sensitive data being sent to mobile devices to protect against loss or theft.</td>
</tr>
</tbody>
</table>

Mobile, social, and cloud technologies drive productivity. But they also open the door to data theft and advanced attacks that can slip right by anti-virus, URL filtering and firewall defenses. Websense® TRITON® solutions keep you a step ahead with web, email, data, cloud and mobile security solutions (available together or separately) that share a common architecture. The real-time defenses of Websense ACE (Advanced Classification Engine), plus flexible deployment options and a unified management console, make TRITON solutions vital in today’s dynamic environments.

Learn more at www.websense.com | +1 800-723-1166 | info@websense.com

TRITON STOPS MORE THREATS. WE CAN PROVE IT.