Email security for today and tomorrow’s threats.

Email security is no longer just blocking spam. Advanced email threats combine email and web elements with social engineering to bypass traditional anti-spam techniques. Websense® Cloud Email Security combines the best of traditional anti-spam technologies with the real-time threat defenses of Websense ACE (Advanced Classification Engine) to provide advanced email security for today and tomorrow.

Why Websense Cloud Email Security?

Cloud Email Security integrates Websense global threat intelligence across email, web, social media, mobile and other Internet data to provide unparalleled visibility and protection against today and tomorrow’s email threats. And it does this using our global network of ISO 27001 certified data centers.

Global Threat Awareness Providing Real-Time Protection

- ACE uses eight defense assessment areas with over 10,000 analytics to provide real-time security against advanced malware, blended threats, targeted attacks, phishing and spam.
- Websense ThreatSeeker® Intelligence Cloud unites over 900 million endpoints and analyzes up to 5 billion requests per day, providing global threat awareness and vital defense analytics to ACE.

Advanced URL Sandboxing and Phishing Reports

- Websense TRITON® ThreatScope™ URL sandboxing isolates suspicious links embedded in email at the recipient’s point-of-click (including mobile devices) and analyzes the corresponding web page in real time.
- TRITON ThreatScope® phishing reports show details on phishing attacks as well as current and repeat targets.

Built-in Enterprise-Class Data Loss Prevention

- Integrated market-leading DLP technology makes it easy to prevent data loss and meet regulatory requirements.
- 240 pre-defined dictionaries (covering 20 topics in 12 languages) and built-in PCI-DSS and data privacy templates help you quickly identify and stop email policy violations.
- Built-in encryption secures email without sacrificing the ability to inspect encrypted email for malware and content violations.

“Websense scored the highest in email filtering capabilities and overall Current Offering evaluation criteria.”

Forrester Wave™
Email Content Security
Q4, 2012

*Separate license required
The Websense difference: ACE (Advanced Classification Engine)

ACE provides real-time, inline, contextual defenses for web, email, data and mobile security by using composite risk scoring and predictive analytics to deliver the most effective security available. It provides containment by analyzing inbound and outbound traffic with data-aware defenses for data theft protection. Over 10,000 analytics across eight defense areas include real-time classifiers, behavioral sandboxing and other advanced capabilities, enabling ACE to detect and stop more threats. ACE is the primary defense behind all Websense TRITON® solutions, and is supported by the Websense ThreatSeeker® Intelligence Cloud, which collects data from more than 900 million endpoints and analyzes 3-5 billion web requests every day.

<table>
<thead>
<tr>
<th>Your Needs</th>
<th>Websense Solutions</th>
</tr>
</thead>
<tbody>
<tr>
<td>Advanced malware detection</td>
<td>ACE scans inbound and outbound email for malware, spyware, and targeted and blended threats. With real-time composite risk scoring and security intelligence from the ThreatSeeker Intelligence Cloud, protection is provided against known and unknown threats within email.</td>
</tr>
<tr>
<td>Accurate spam detection</td>
<td>Websense provides highly accurate spam blocking with very low false positives that is backed by a 99% or higher SLA. A combination of identification technologies is used, including: sender reputation, adaptive learning, URL analysis, heuristics, suspicious PDF identification, and optical recognition of image spam.</td>
</tr>
<tr>
<td>Enterprise-class DLP</td>
<td>Integrated technology from market-leading Websense data security solutions includes 240 predefined dictionaries (covering 20 topics in 12 languages) and built-in PCI-DSS and data privacy templates to prevent data loss, meet regulatory requirements and enforce policies on acceptable email use.</td>
</tr>
<tr>
<td>URL sandboxing to detect advanced threats</td>
<td>Optional TRITON ThreatScope URL Sandboxing isolates suspicious links embedded in emails and analyzes the payload of the corresponding web page at the recipient’s point-of-click, helping thwart malicious web pages that bypassed initial gateway analysis. Phishing specific reports are also available with TRITON ThreatScope to enhance your visibility in to these dangerous attacks and their internal targets.</td>
</tr>
<tr>
<td>Granular and flexible reporting</td>
<td>Over 100 predefined reports and countless customization options, plus a customizable dashboard. In addition, integrated DLP provides numerous reporting options for visibility into data theft or loss and incident response.</td>
</tr>
<tr>
<td>Service level agreements</td>
<td>Websense provides industry-leading SLAs to ensure the service performs to the highest levels, including 99.999% service availability and 99% or higher spam detection. All SLAs are subject to the terms and conditions outlined in the customer service agreement.</td>
</tr>
<tr>
<td>Flexible encryption</td>
<td>Protect sensitive and regulated data by securing email through TLS encryption for server-to-server protection. Advanced email encryption (optional) secures the email and any attachments from sender to recipient.</td>
</tr>
</tbody>
</table>

Mobile, social, and cloud technologies drive productivity. But they also open the door to data theft and advanced attacks that can slip right by anti-virus, URL filtering and firewall defenses. Websense® TRITON® solutions keep you a step ahead with web, email, data, cloud and mobile security solutions (available together or separately) that share a common architecture. The real-time defenses of Websense ACE (Advanced Classification Engine), plus flexible deployment options and a unified management console, make TRITON solutions vital in today’s dynamic environments.

Learn more at www.websense.com | +1 800-723-1166 | info@websense.com

TRITON STOPS MORE THREATS. WE CAN PROVE IT.